Chapter 10

Universal Service Fund Discounts (E-rate)/
Technology Plans and Public Library Internet
Consortium

The Universal Service Fund was developed as a component of the
Telecommunications Act of 1996. All libraries and schools are eligible to receive
a discounted bill for basic telephone service, internal services, and line charges
for Internet access.

A series of forms have to be completed yearly to qualify the library to receive this
discount. The funding year runs July 1-June 30. Forms must be filed in the
proper order and in a timely manner to successfully complete the process and
receive the discount. See Schools and Libraries Tools (http://www.usac.org/sl/)
then select Calendars/Reminders from the website. If the library joins the Public
Library Internet Consortium the non-eRate portion of Internet line(s) is
reimbursed by state funds.

The Schools and Division, Universal Service Administrative Company, and a
listing of approved services, equipment and bandwidth options can be found on
the SLD homepage:

http://www.usac.orqg/sl/

To be eligible to receive a Telecommunication Act of 1996, Universal Service
Fund Discount for telecommunications, a technology plan has to be completed
and approved by the State Library.

As of July 1, 2004, public libraries must comply with the Children’s Internet
Protection Act, or CIPA, to be eligible for the Internet access discount. This is
done by filing a form 479 with the State Library. CIPA has three requirements:
1. The library must have an Internet safety policy adopted by the board.
It must address the following issues:
a. Access by minors to inappropriate matter on the Internet and
World Wide Web;
b. The safety and security of minors when using electronic mail,
chat rooms, and other forms of direct electronic
communications;

Revised 8/27/2009 10-1



c. Unauthorized access, including so-called “hacking,” and other
unlawful activities by minors online;

d. Unauthorized disclosure, use, and dissemination of personal
information regarding minors; and

e. Measures designed to restrict minors’ access to materials
harmful to minors.

2. The policy must include a technology protection measure (filter) that
protects against Internet access by both adults and minors to visual
depictions that are obscene, child pornography, or, with respect to use
of the computers by minors, harmful to minors. The filter must be
present on ALL library computers connected to the Internet, but must
be disabled on request for adults engaged in bona fide research or for
other lawful purposes. This includes staff computers.

3. The library shall hold at least one (1) public hearing or meeting and
provide reasonable public notice for that hearing.

Technology Plan Requirements of the Universal Service
Fund

Requirements set by Schools and Libraries Division (SLD)

e The technology plan must be a “3” year plan. Technology Plans
cannot be for longer than 3 year. The E-rate year runs from
July — June, so your technology plan must cover the entire E-
rate year for which you are filing. Be sure to include dates of
coverage on title page.

e The technology plan must include goals, training, inventory (current
and future), budget, and evaluation.

e The technology plan must include an evaluation process for evaluating
the current technology plan.

e The technology plan must fully address how technology will be used to
further the library’s mission and reflects the realization
technology is not an end in itself, but a means to an end.

e The technology plan must be in place at the time the 470 is filed, as it
provides the foundation for services ordered.

e The technology plan must be approved by an independent approver
listed on the USAC website for your location and/or type of
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institution before the start of service or when the Form 486 is
certified, whichever comes first.

The Indiana State Library recommends utilizing TechAtlas
http://in.webjunction.org/techatlas to compose and submit your Technology Plan.
Please contact Karen Ainslie at the LDO office at 1-800-451-6028 for assistance
with this application. See following page for the TechAtlas screen that displays
navigation menus for core elements in the Technology Plan.
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Core Elements Required in Technology Plan

Goals-the plan establishes clear goals and a realistic strategy for using
telecommunications and information technology to improve education or
library services. Think of goals as specific, measurable, attainable, realistic
and timely.

Training-the plan outlines a professional development strategy to ensure that
staff know how to use these new technologies to improve education or library
services.

Assessment of technology needs and current inventory-the plan includes
an assessment of the telecommunication services, hardware, software, and
other services that will be needed to improve library services.

Budget-the plan provides for a sufficient budget to acquire and maintain the
hardware, software, professional development, and other services that will be
needed to implement the strategy for library services.

Evaluation-the plan includes an evaluation process that enables the library to
monitor progress toward the specified goals and make mid-course corrections
in response to new developments and opportunities as they arise (all revised
technology plans MUST include how the current technology plan will be
evaluated).

Five Factors Critical to Effective Library Technology Planning & Implementation

Support of library staff, including its management

No planning effort will succeed without the full support and commitment of all
library staff and management. This commitment should be made before any
decision is made to develop a technology plan.

Direct involvement by other parties

The development of a technology plan should be undertaken not by library
staff alone but with active participation by the library's trustees and the
involvement of other parties such as the local schools, the municipal/ county
departments and the library system.

Service-based technology goals and initiatives

A key factor in the use of any library technology is a realization that
technology is not an end in itself but a means to an end. Technology must be
viewed as a vehicle to offer more efficient and effective delivery of current
services and to add new services to help carry out the mission of the library.
Staff development
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Too often, emphasis is placed on the hardware and software aspects of
technology at the expense of staff training and in-servicing needed to help
ensure proper and effective use of the technology. Without a firm commitment
to initial and continued staff development, the benefits of technology will not
be fully realized.

e Identification of funding and development of a budget
Any technology plan must address the need for funds to implement the plan.
Funds must be budgeted annually to maintain existing technology, to update
or replace obsolete technology on a regularly scheduled basis, and to provide
necessary staff support.

Example of Technology Plan Outline

SLD has given the Indiana State Library approval as the official agency that certifies
public library’s technology plans for USF. Technology plans can be developed in many
different formats.

The following is a possible way to develop your technology plan. If you follow this
format, PLEASE include a “Table of Contents” with page citations for the 5 core
elements so that the State Library LDO staff and/or auditor may find them easily.

e Goals

e Training

e Assessment [inventory, current & future]

e Budget

e Evaluation

A. Introduction/Overview (can be omitted when the technology plan is part of the
long range plan or another broader document)

1. designed to provide general information about the library, services
offered, & overall mission

2. a statement of how the technology plan was developed could be
included here

3. if a committee developed the technology plan, list who served in that
capacity

4. the process that will be used to update the plan
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B. Vision Statement

1. describes what your library will “look like” at the end of the third year of
the technology plan

2. no more than 3 or 4 sentences
3. should reflect the realization that technology is not an end in itself, but
a means to an end

4. describes how technology assists staff to carry out the library’s mission
and improve library services

Questions to be considered when writing a vision statement...
1. How is the public library changing because of technological advances?

2. How does the incorporation of technology into society affect
management of the library and provision of library services?

3. How does technology facilitate the role of the public library?

4. What role does technology play in improving library services?

5. How will the library benefit from adoption of technological advances?
C. Executive Summary

1. include when plan is more than 4 to 6 pages

2. highlight major goals or initiatives

3. could be incorporated into the Introduction/Overview section

D. Background and Current State of Technology

1. Overview of how long technology has been used in the library-can be
done in a timeline, chronological listing, or divided into service areas

2. Should list major software/hardware purchases and upgrades (can be
cross-referenced to fixed asset ledger or inventory for insurance)

3. Include cooperative efforts with other libraries, schools, local
government, universities, etc.

4. Include all current technology such as LANs, WANs, automated
systems, databases, Internet, etc.
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Questions to consider about Background and Current State of
Technology...

1.

8.

In what specific library areas/functions is technology being used (e.g.,
administrative, technical services, public service) and to what extent?

How is technology integrated into the daily functions of the library?
(Schools and Library Division criteria)

What are the strengths and weaknesses of the library’s current
technology environment?

What problems/issues does technology help to solve and what
problems/issues does it cause?

What is the level of staff expertise and staff use of the technologies?
What information resources do the patrons use via technology?
What information resources that use technology are accessible to
people with disabilities?

How much of the library’s budget is allocated to technology?

Action Steps: Technology Goals and Objectives

Goals are statements outlining the anticipated achievement of various services.

Goals and objectives serve as the “action” part of the plan and provide the
framework for what will be accomplished in a given period of time.

1.
2.

List major goals and place in priority order.

Can include maintaining or enhancing current services or implementing
new services

The use of technology may be a part of a much broader goal in a long
range plan.

List objectives under each goal - objectives usually can be measured,
goals cannot; objectives are the specific implementation processes
that are needed to accomplish the goals; objectives are the most
specific part of the technology plan.

Things to consider in developing objectives...

1.

Develop a timeline and priority listing for implementing the goals/
objectives.

. Develop a tentative budget to accomplish the goals/objectives

(Schools and Library Division criteria).
Assign staff to implement the goals/objectives.

Define the impact on staffing, including any need for increased staff
and staff in-servicing and redefining position descriptions (Schools and
Library Division criteria).

Revised 8/27/2009 10-8



F.

G.

H.

5.

6.

Outline the immediate and long-term budget implications of the
goals/objectives (Schools and Library Division criteria).

Review any specific library procedures or broader library polices that
may be affected by the goals/objectives.

Outline what technology (e. g., hardware, software, networking,
connectivity, etc.), exists to accomplish the goals/objectives and what
will have to be upgraded or purchased. (Be certain to establish a
regular review schedule for upgrades and replacement of any
technology, including connectivity.) (Schools and Library Division
criteria)

Examine any need to make building modifications including an
upgrade of the electrical service.

Evaluating the Technology Plan

1.

Some type of plan evaluation process is necessary to insure that the
goals and objectives are actually implemented (Schools and Library
Division criteria).

Best done on a regular basis (at least four times annually) at staff
meetings and meetings with the library board.

Evaluation process can be linked with the timeline or priority list
established in the goals and objectives.

Include how you will collect and use data to make corrections during
the implementation of the plan.

Include how you will collect and use data to measure the success of
accomplishing a goal and its objective(s).

MUST include criteria for evaluating the library’s current technology
plan (Schools and Library Division criteria) (Indiana State Library,
Library Development Office has material on different ways to do
evaluation).

Budget (if not already a part of goals and objectives)

1.

Estimate costs for equipment and services related to technology and
identify funding sources for technology, e.g., state grant, operating
fund, capital projects, LIRF, LSTA (Schools and Library Division
criteria)

Identify if the funding is ongoing, seed money, one-time, etc. (Schools
and Library Division criteria).

If budget is a separate document, such as a capital projects budget,
include a copy of the budget.

Training (can be cross referenced to personnel policy, if training is included
there)
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1. ldentify who will receive training (Schools and Library Division criteria).

2. ldentify type(s) of training already received and type(s) of training
needed (Schools and Library Division criteria).

3. Identify audience each type of training will address, e.g., staff, patrons,
trustees.

4. ldentify where the training will take place and who will provide the
training, e.g., staff, consultant, specialist, or Lyrasis.

l. Time Line
1. Be realistic with each goal and objective.
2. Build in time for staff to become comfortable with new technologies.

J. Public Relations
1. Identify who is responsible for publicity.
2. ldentify types of publicity, e.g., brochures, newsletter, newspaper

articles.
3. Identify media that will be used and how often.

K. Inventory/Future Needs
1. list all technology in library and include if currently own or will own

within the 3 year technology plan or place a statement in the plan that
all current equipment is listed in the library’s fixed asset ledger

Example of Inventory/Future Needs...
Type of Equipment Currently Have Future Need
Pentium Computer 5 5
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SAMPLE TECHNOLOGY PLAN

Technology Plan for July 1, 2009- June 30, 2011

Bonetrail Public Library
920 East Main St.
Bonetrail IN 46220
www.bonetrail.org/notreal

Introduction:

Bonetrail Public Library serves a local community of 1,300 residents. Bonetrail Public Library
strives to collect, preserve and make available library materials in print and in electronic formats
to serve the recreational, informational, educational and leisure needs of the community. We
strive to promote the development of independent, self confident and literate citizens of all ages
through the provision of open access to cultural, intellectual and informational resources. In
addition to providing print resources for our customers, we provide Internet access for use by
members of our community.

Vision Statement:

The mission of Bonetrail is to provide materials and services to help community residents obtain
information meeting their personal, educational and professional needs. The Bonetrail Public
Library is committed to providing access to technology to meet the educational and professional
development of our citizens. The library’s need for technological advancement is playing an
increased role in fulfilling our mission.

Technology Committee:

Al Peterson, Director of the Bonetrail Public Library
Michelle Myers: Assistant Librarian

Tim Meadows: ITD, Bonetrail Public School

Fred Rogers: Library Board Member

Ginger Rogers: Library Board Member

Goals and Strategies:
1. Goal: Provide free Internet access for all customers of the Bonetrail Public Library
a. Strategy: Provide high speed computer access for all computers from moving

from a DSL line to a T-1.
i. Timeframe: July 1, 2009
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b. Strategy: Increase the number of public access computers available from three to
SiX.
1. Timeframe: receiving equipment from Job Development Center- January
20009.
ii. Timeframe: Purchasing new equipment for library
1. Three computers- August 2009-December 2009
One Fax Machine- March 2009

Goal: To provide Internet service to staff

a. Strategy: Provide high speed Internet access for staff computers.
i. Timeframe: July 1, 2009

b. Strategy: Replace existing two computers used by staff with newer and faster
computers.
i. Timeframe: August 2009-December 2009

c. Strategy: Adding one computer for use by staff
1. Timeframe: August 2009-December 2009

Goal: Use technology to improve services for patrons and staff

a. Strategy: Upgrade OPAC software as necessary
i. Timeframe: Ongoing

b. Strategy: Develop a library web page using Wordpress.com
i. Timeframe: beginning January 2009, ongoing after set up.

. Goal: to provide telecommunication services for patrons and staff of the Bonetrail Public
Library

a. Strategy: Add two additional telephone lines.
1. Staff work area
1. Timeframe: July 1, 2009
ii. Public courtesy phone near circulation desk
1. Timeframe: July 1, 2009

b. Strategy: Add an additional fax line for a fax machine for public use
i. Timeframe: July 1, 2009

Goal: To provide training for staff and customers

a. Strategy: Send staff to pertinent training offered by Indiana State Library and
Indiana Library Federation. Also, training from Webjunction and other online
resources will be utilized as well.

i. Timeframe: Ongoing
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b. Strategy: develop training for public on using computers and databases available
at the Bonetrail Public Library
1. Timeframe: November, 20009.

Professional Development:

Staff will be encouraged to take advantage of online courses. Self paced courses offered by
Webjunction provide an alternative to sending staff to workshops. Staff will be assigned two
hours a week to utilize a work station in the back away from patron or other duties pending to
work on Webjunction classes. Enroll the Director and one other person in a Wordpress.com
class for developing a library webpage. In addition, any pertinent workshops on the topic of
technology in libraries will be considered. These workshops include any offered Indiana State
Library Professional Development Office. Since we are entering in a partnership with the local
Job Development Center, we will collaborate with job center staff on training our staff on the
programs loaded on the computers they are donating to our library.

Assessment of Existing Technology

The Bonetrail Public Library currently has three public access computers with Internet access.
DSL service and telephone service is provided by AT&T. Each computer uses XP operating
system and is available for Internet searching, using subscription databases, and Microsoft®
applications: Word 2003®, Excel 2003®, PowerPoint 2003®, and Publisher 2003®. There are two
computers using an XP operating system for staff. One computer is located at the from
circulation desk and has a wand bar code scanner for checking in/out materials. The other
computer is located in the Director’s office. In addition, our library catalog has been automated
using Evergreen Indiana. Access from to the OPAC is available from three public computers as
well as the staff computers. Access to the circulation, acquisitions, and cataloging systems are
available from the two staff computers. The Bonetrail library has three telephone lines; one is
used for a fax machine that staff uses. All the staff computers and public access computers are
networked into one printer, a Hewlett Packard 4100 LaserJet printer. We currently have two
telephones and one fax machine. One telephone is on the circulation desk, one is in the
director’s office, and the fax machine is in the back storage/work area. Since improvements
made a year ago improving the wiring for the circulation desk, public access area and the back
work space, sufficient electrical outlets are available.

The Williams County Job Development Center has recently entered into a partnership with the
Bonetrail Public Library. Since the Williams County Job Development Center is closing, they
have agreed to donate an additional two computers and a printer to the library for use by the
public. These computers come with resume writing templates and career guidance software. In
addition, both of these machines have Windows Vista operating systems and come with Office
Professional 2007 package. The printer is a HP Color LaserJet CP2020.
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Needs Assessment:

As stated above, the Bonetrail Public Library will be receiving two additional computers and a
printer from the Williams County Job Development Center. These computers will be added for
public access to the Internet. The printer will network all computers, the current printer will be
designated as a staff printer. Staff will get new computers, replacing two and adding one
additional machine. The older staff computers will be rotated to public computers, increasing the
number of computers by one.

The computers in the public access area will need to be upgraded to Windows Vista and Office
2007. We will add a fax machine to complement the services we are currently offering to the

public. The fax machine we currently have will need replaced in the next three years.

Equipment/Service Current 2009 2010 2011
Computers 3 public/2 staff | 6 public/3 6 public/3 6 public/3
staff staff staff
Software XP/Office 2003 | Vista/Office Vista/Office Vista/Office
for all 2007 for all 2007 for all 2007 for all
computers staff staff staff
computers and | computers and | computers
3 public 3 public and 3 public
computers. computers. computers.
Printers Hewlett Hewlett Hewlett Hewlett
Packard 4100 Packard 4100 | Packard 4100 | Packard 4100
LaserJet LaserJet and LaserJet and LaserJet and
HP Color HP Color HP Color
LaserJet LaserJet LaserJet
CP2020 CP2020 CP2020
Internet Access DSL T-1 T-1 T-1
Fax Machine 1 Staff machine | 1 Staff fax 1Staff fax 1 Staff fax
machine and 1 | machine and 1 | machine and 1
public fax public fax public fax
machine machine machine
Telephones 2 telephones- 3 telephones- | 3 telephones- | 3 telephones-
staff area staff area, 1 staff area, 1 staff area, 1
public public public
courtesy courtesy courtesy
telephone telephone telephone
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Budget:

Cost Estimates 2009 2010 2011
New Computers $1200.00 $1200.00 $1200.00
T-1 non-discounted | $130.00 $130.00 $130.00
share
Telecommunication | $54.00 $54.00 $54.00
Services non-
discounted share
Training for staff | $120 $120 $120
Fax Machine $500.00 500.00
Software upgrades | $700.00 $700.00 700.00
including OPAC
Maintenance $1000.00 $1000.00 $1000.00
Evaluation:

The use of technology at the Bonetrail Public Library will be tracked by number of patrons using
the public access computers. Also, the attendance at any public trainings involving technology
will be tracked as well. In order to meet goals set forth in the plan, the technology plan will be
reviewed by the technology committee yearly and adjustments will be determined after the
evaluation. If any major changes are needed, the state E-rate Coordinator will be consulted to
determine whether a revision of the technology plan is needed.

Created Date: October 8, 2008
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E-RATE Timeline: July 1 - June 30

Technology Plan
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FAQ on E-rate Compliance with the

Children's Internet Protection Act
and the

Neighborhood Children's Internet Protection Act
(http://www.dpi.state.wi.us/dlicl/pld/cipafag.html)

February 19, 2004

Bob Bacher

Wisconsin Department of Public Instruction
Division for Libraries, Technology, and Community Learning

CTPA Lite FAQ: A two-page version of this FAQ is available at

http:/wnww dpt.state wius/dlicl/pld/cipafaglite heml. It focuses on library compliance with
CTPA in light of the Supreme Court’s June 2003 ruling that the filtering language in CTPA
was constitutional for public libraries.

The following questions have substantive updates since the Supreme Court’s decision.
e What is the impact of the Supreme Court's decision. . .7
How do we certify for 2003 that we are meeting the law’s requirements?
What does the law mean by "technology protection measure” (TPM [e.g., filter])?
What computers must have the Internet TPM?
Under what circumstances of conditions can the TPM be disabled?
What are the legal implications if the TPM fails...7

This FAQ is divided into the following areas:

I Background
II. E-rate Compliance and Certification
I Requirements
A CIPA: Technology Protection Measure (Filtering)
B. NCIPA: Internet Safety Policy and Public Meeting
IV.  Sources for More Information

While reascnable efforts have been made to ensure the accuracy of this FAQ, only information
from the Federal Communications Commission (FCC) or the Schools and Libraries Division (SLD)
should be considered official. Schools and libraries are also encouraged to seek legal advice in
relation to CTPA and NCIPA compliance issues. The author is a2 member of the American Library
Association's E-rate Task Force and of the Chief Council of State School Officers' State E-Rate
Coordinators” Alliance. This FAQ is not, however, associated with these two organizations. If you
have any questicns on this FAQ. contact Bob Bocher, Technelogy Consultant, Wisconsm
Department of Public Instruction, 125 S, Webster St., Madison WI 53707-7841, phone 608-266-

FAQ on CTPA and NCIPA — February 19, 2004 p.1
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2127, fax 608-266-2529, robert. bocher@dp1.state wius. Permission is granted fo use any of the
information in thus FAQ with proper attribution.

I. Background on CIPA and NCIPA

The Children's Internet Protection Act {CIPA) and the Neighborhood Children's Internet Protection
Act (NCIPA) passed Congress 1 December of 2000, Both were part of a large federal
appropriations measure (PL 106-554). The Federal Comnmnications Commission released its
regulations for CIPA and NCIPA covering the E-rate program in April 2001. This FAQ focuses
primarily on compliance related to the E-rate program. See the Sources section at the end of this
document for references to the Conunission's regulations and more information on this legislation.

CIPA and NCIPA: There is some overlap in language between these two sections of PL 106-354
but they do address different areas. The Children's Internet Protection Act addresses what has to be
filtered and the need for an Internet safety policy. The Neighborhood Children's Internet Protection
Act focuses on what has to be included in a school or library's Internet safety policy. Moreover,
INCIPA is applicable only to the E-rate program.

Federal programs: CIPA compliance is required when using funds for particular purposes from
three federal programs: E-rate, ESEA Title II D (Ed Tech), and LSTA. When a school or library
recetves discounts from the E-rate program, its CIPA requirements take precedence over the
requirements in the ESEA or LSTA sections of CIPA

Public library filtering: The report Public Libraries and the Infernet 2002 Infernet Conneciivity
and Networked Services (htipz//www i1 fsu edu/Projects 2002pl/ 2002 plinternet study. pdf) showed
that 24.4% of public libraries nationwide had filters on all public Internet worlcstations, 17.5% of
the libraries had filters on some public workstations, and the remaining 58 1% reported not filtering
any public access workstations. The report did not address the filtering of staff workstations.

Previous Congressional actions on filtering. CIPA was not the first attempt by Congress to
regulate Internet content or Internet access. The Commmumnications Decency Act (CDA) was part of
the Telecommunications Act of 1996, the same act that included the E-rate program. The CDA was
subject to an inmmediate lawsnit and was ultimately found unconstitutional on First Amendment
grounds by the Supreme Court in 1997, Following failure of the CDA to pass constitutional muster,
Congress passed the Child Online Protection Act (COPA) in October 1998 (not to be confused with
the Children's Online Privacy Protection Act, COPPA). Compared to the broader CDA, COPA
more narrowly focused on Internet content deemed harmful to minors. It too was subject to a
lawsnit and was found unconstitutional by the federal Third Circwit Court of Appeals 1 June 2000.
After a hearing before the Supreme Court, the case was remanded back to the Third Circuit which
again found COPA unconstitutional a second time in March, 2003. The federal government again
appealed to the Supreme Court which will hear the case on March 2, 2004.

FAQ on CIPA and NCIPA — February 19, 2004 p2
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II. E-rate Compliance and Certification with CIPA and NCIFPA

Q: Under what circumstances does my school or library have to comply with CIPA and

NCIPA?
A: To recetve E-rate discounts vour school or library has to comply with CIPA/NCIPA as shown
below.
Program Must Comply with CIPA Requiremenis | CIPA Reguirements Do Not Apply
E-rate When getting discounts for When gefting discounts for
+ internal connections s telecommunication services
+ Internet access {voice or data)
ESEA Title When using finds for When vsing funds for
IOdand LSTA | « purchasing computers that access the « any other purposes allowed by
Internet the program and state program
o direct costs for accessing the Internet guidelines

NCIPA 15 applicable only when getting E-rate discounts for internal connections or Internet access.

The Federal Communications Commission (FCC)

is chareed with enforcing CIPANCIPA for the E- We have attempted to craft our rules in the
rate pnrggram. The feclera:1 Depa ur-cnf Education maost practical way possible, while providing

] schools and libraries with maximum
(USDoE) and the federal Institute for Museum and | fe,ipijity in determining the best approach.

Library Services (IMLS) are charged with ESEA We conclude that local authorifies are best
and L5TA CIPA enforcement respectively. A situated to choose which technology
school or library getting E-rate discounts and measures will he most appropriate for their
ESEA or LSTA funding needs to comply with relevant communities.

CIPA's E-rate requirements. The FCC released —FCC reguiations, April 2001

detailed CTPA/NCIPA regulations in April 2001, Those regulations are cited throughout this FAQ.
The regulations give schools and libraries considerable latitude on how to implement the mandates
in the law. Neither the USDoE nor the IMLS have developed detailed regulations.

To determine whether an E-rate eligible service falls under the purview of the act, consult the
SLD's Eligible Services List (ESL). In general. applicants with services that are defined in the
Internet or mternal connections part of the ESL must comply with the law. Applicants with services
defined in the telecommunication services area of the list are exempt from compliance for
telecommumnication services only. If vour telecommunications provider is also providing vour
school or library's Infernet access, you must still comply with CIPA's filtering provision if you get
E-rate Internet discounts from vour provider. If a telecommminications provider bundles the cost of
the circuat with its Internet service, and you want fo get discounts on the circut without needing to
comply with CTPA. it will be necessary to have the circuit costs broken out (e g, separate line item
on the bill) to be able to get discounts only on the circuit.
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Q: What is the impact of the Supreme Court's decision and the FCC's follow-up Order on

library compliance with CIPA's filtering requirement?

A: On June 23, 2003, the Supreme Court ruled 63 that the
filtering requirement in CIPA is constitutional for public
libraries. This action reversed a 2002 federal district court
ruling that had found the filtering mandate unconstitutional
on First Amendment grounds. This decision means that any
public library using E-rate funds for purposes outlined above
will need to comply with CIPA's filtering requirement.
Following the Court's muling the FCC released its Order on
library compliance with CIPA on July 24. Especially critical
in the Order are paragraphs 11-13 which have information

Especially hecause public libraries
have traditionally excluded
pornographic material from their
other collections, Congress could
reasonably impose a parallel
limitation on its Internet assistance
programs. As the use of filtering
software helps to carry out these
programs, it is a permissible
condition —Supreme Court ruling,

on the timeframe for 2003 certification and the filing of the June 2003

newly revised E-rate forms. (See also the following question on 2003 certification.)
Highhghts of the July 24 FCC Order.

s In part. because the FCC recogmized the need of libraries to budget for costs associated with
filtering technolegy and to plan for its implementation, the Commussion has given libranes
until the start of 2004 services to comply with CTPA's filtering mandate. For most libraries this
will be July 1. 2004

e The Order is clear that during the current 2003 E-rate funding vear libraries need to (A) be
already compliant with CIPA's filtering provision, or (B) be undertalang actions to comply
with the filtering provision by start of 2004 services.

s The Order also references the need for libranies to develop a policy and procedure to unblock
sites when requested to by an adult patron. This remnforces the language in the Supreme Court's
muling that libraries that do not unbloeck sites when requested by aduolt patrons face an increased
nisk of legal challenges by patrons. {See the question on unblocking below.)

e Itis important to note that the Order focuses on issues associated with the timeframe for
compliance by libraries. Most of the FCC's erigmal CIPA regulations, issued in April 2001, are
still walid.

IMLS action: On August 1 the federal Institute of Museum and Library Services (IMLS) released
its guidelines for complying with CIPA when using LSTA funds. When receiving FY 2004 LSTA
funds public libraries must certify either that (A) the library is in compliance with CIPA’s
provisions, or (B) the library is undertaking actions to comply by the time it starts using 2005
funds. The date by which libraries start receiving FY 2004 LSTA funding varies from state-to-
state. State library agencies will be providing their libraries with information on the time frame for
compliance.

Schools were not part of the CIPA lawswit. Most schools needed to comply with the law's filtering
requirement as of July 1, 2002,
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Q: How do we certify for 2003 that we are meeting the law's requirements?

Note: As of this FAQ s update (2-19-04), it is assumed that almost all schools and libraries
ve certified for 2003.

A: The FCC's July 24, 2003 Order has important 2003 certification information related to library
compliance with CIPA's filtering mandate. Consult the Order, especially paragraphs 11-13, for
details.

Certification of compliance 15 made by an appropriate "Admumistrative Authority” on the E-rate
Form 486. This can be the school or library board, superintendent, principal, library director, or any
other staff member with the authonty to make such a certification. There are three certification
options on Form 486, #11. In brief, these are:
A My school or library has complied with the requirements of CIPA and NCIPA.
B. My school or library is "undertaking actions” to comply with requirements of CIPA and
NCTPA.
C. CIPA and NCIPA do not apply because my school or library is receiving discounts only for
telecommunications services.

Applicants must select the option that describes their state of compliance. For most applicants this

will be either option A or C above. To prevent the loss of E-rate discounts, the Form 486 must be

postmarked no later than

e 120 calendar days after the Service Start Date listed on yvour Form 486 or

¢ 120 calendar days after the date of the Funding Commitment Decision Lefter whichever 15
later. Most applicants with services starting July 1 of the funding vear must file the 486
generally by October 28 of the same funding year. Momtor the SLD Website for the exact 486
deadline date.

LUndertaking actions, option B:

For Libraries: Use of this option is covered i the FCC's July 24 Order. See the Order,
especially paragraph 12, for details. In sun, during the 2003 E-rate vear libraries covered
by CIPA's filtering requirement must already be compliant with the law or be undertalang
actions to be compliant by the start of services for the 2004 E-rate vear. Undertaking
actions can include various activities such as the library board directing staff to review
filtering options and products, prepare a preliminary budget, develop a plan for
implementation, etc. Be certain to document any activities taken in this area.

For Schools: For most school applicants option B 1s no longer valid. The undertaking
actions option is valid only the first time the school files for E-rate discounts (most often
2001) after passage of CIPANCIPA. This 1s known as the "first funding vear” and 1s
triggered when a Form 486 is filed for Internet or internal connections and the 486 has
been processed by the SLD. Therefore, if your school filed a 486 for discounts on Internet
or internal connections in 2001 or 2002, the "undertaking actions” does not apply for

discounts in subseguent vears. In such cases your school st now be in compliance with
the law.
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Certification for consortium applications:

Note: Paragraph 13 of the FCC's July 24 Order has specific instructions on certification of
library consortia, which mclude the need for library consortium members to file 2 newly
revised Form 472 with the billed entity and the need for the billed entity to file the newly
revised Form 486. Consult the Order for more details.

For schools and libraries that are part of a consortium application, the Form 486 certification 15
subnutted to the SLD by the Billed Entity. This 1s usually the consortium itself which filed the
Form 471. Each member of the consortium (the "administrative authorities") must complete Form
479 declaring compliance with CIPA. The 479 forms are not submitted to the SLD but are
collected and kept on file by the Billed Entity. For consertium applications that are only for
telecomnmmication services, no 479 forms are required. Under such circumstances the Billed Entity
stmply checks the CIPA "does not apply” box on Form 486, #11¢. If a consortium application
includes some applicants that are getting Internet discounts and some that are getting
telecomnmmnication discounts, then all applicants that are part of the consortinm must file Form 479
with the Billed Entity. See the Form 486 instructions for more information on consortivm
applications.

The FCC has ruled that 1f any member of a consortium application 1s not in compliance with the
law, only the non-complaint members shall be subject to reimbursement of their proportional share
of E-rate discounts. The other compliant members can continue to receive discounts (FCC
regulations, 727).

III. The Basic Requirements of CIPA and NCIPA
Q: What are the basic requirements of the law?

A: There are two basic requirements in the legislation. In brief they are:

1. A school or library must have some type of filter or blocking technology on all of its
computers with Internet access. The filters must protect against access to certain visual
depictions described in section IIT A below (CTPA requirement).

2. A school or library mmst have an Internet safety policy and hold a public meeting to review

the policy. The policy must incorporate the criteria described in section ITT B below

(NCIPA requirement).

Il A. CIPA: Technology Protection Measure, TPM (Filtering)

Q: What does the law mean by "technology protection measure" (TPM)?

A: The term "technology protection measure” appears throughout the law. The best way to define
this 15 to review the actual text of the act 1tself which says, "The term 'technology protection
measure’ means a specific technology that blocks or filters Internet access to visual depictions”
defined in the act. In thus FAQ Technology Protection Measure and filter are used interchangeably.
A TPM may include other options, besides commercial Internet blocking and filtering software.
For example, newer versions of Netscape and IE have their own content rating or labeling systems
wtegrated into the browser (Content Advisor in IE and NetWatch in Netscape). Whether such
browser content rating systems meet the letter of the law is open to interpretation.

FAQ on CIPA and NCIPA — February 19, 2004 p6

Revised 8/27/2009 10-24



Q: What has to be filtered or subject to the TPM?

A: The law does not require the filtering of text. But the TPM must protect against access to visual

depictions that are:

1. Obscene: This 15 defined in a reference to section 1460 of title 18, U.S. Code.

Child pornograpiy: This 1s defined in a reference to section 2256 of title 18, U.S. Code.

Harmifu! to minors: Thas 1s applicable only to Internet access by nunors. It 1s defined 1n

CIPA and means any picture, image, graphic image file, or other visual depiction that:

a. taken as a whole, appeals to a prurient interest in nudity, sex, or excretion;

b. depicts, describes, or represents, in a patently offensive way, an actual or simulated
sexual act or sexual contact, actual or simulated normal or perverted sexual acts, or a
lewd exiubition of the genitals; and

c. taken as a whole, lacks serious literary, artistic, political, or scientific value.

_L.I-l !\.J

In its April 2001 rules. the FCC declined to elaborate on

the banned visual depictions bevond what is already stated | We decline to follow the suggestions
in the law (FCC regulations, 748). In addition to sexually | ©f commenters to incorporate within

explicit content, most commercial filtering programs have S e L

s : o ) . - explanations of ohscenity, child
a variety of categories by which they can filter, including pomoagraphy, and the term “harmiul

Web content related to games, gambling, drug use, to minors.” We decline to amplify the
violence, etc. Whether a school or library filters any statutory definitions.
content besides the visual depictions defined in the law 15 —FCC regulations, April 2001

a local decision. However, libraries that filter other
content open themselves to potential legal challenges based on the blocking of constitutionally
protected content.

The law, while defining the type of images that need to be blocked, does not specify any particular
software (client) programs, such as a Web browser, email, or chat software which must come under
the scrutiny of the TPM.

Q: What computers must have the Internet TPM?

A: The law states that a TPM that protects against access to the visual depictions referenced in the
act mwst be on any of its computers with Internet access (CIPA section 1721 (a) (C)(i)). This
includes student, staff, and patron computers accessed by munors or adults. The law makes no
distinction between computers used only by staff and those accessible to the public. Therefore,
even Internet connected computers located in admumistrative

areas not accessible to the public or students nust still have Under this statute, if a library
filters {(FCC regulations, T30), but the TEM can be disabled. The | attempts to provide Internet
FCC declined to make a specific filter exception for text-only sefvice for even one computer
terminals connected to the Internet. However, since such through an E-rate discount,

that library must put filtering
software on all of its computers
with Internet access.

—Justice Stevens’ dissent.

terminals cannot access the visual depictions outlawed by CIPA,
this in itself probably constitutes compliance with the law (FCC
regulations, 729). As described in the next question, a provision

in the law allows the filter to be disabled under certain
circumstances for adult Internet access.

Patron PCs: An increasingly popular option in libraries is to allow patron owned laptops to access
the Internet through the hibrary's wireline or wireless network. CIPA references the need for the
library to have a TPM in place. "with respect to any of is computers with Internet access [emphasis
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added]." It is very reasonable to assume that "its" refers to the library's PCs and that patron laptops
need not be filtered. Officials at a federal agency have indicated, off the record, that they agree with
this assumption.

The FCC has also stated that a school or library cannot prorate its E-rate discouat to allow some
computers to be unfiltered. For example, a library cannet say it will take only 50% of its authorized
E-rate Internet discount and then leave 50% of its computers unfiltered.

Q: Under what circumstances or conditions can the TPM be disabled?

A: The law states that any authorized school or library staff may disable the TPM to allow adults
to have unrestricted Internet access for any lawful purpose (CIPA section 1721 (6) (D). Such staff
authorization 1s granted by the school or library's governing body. The disabling language for the
E-rate 1s applicable to adults only (age 17 or older). Note: Even without CIPA, there 1s no
constitutional protection for anyone to view cbscene images. and child pornography. regardless of

its medium, is clearly illegal

The FCC in its April 2001 regulations stated that the method
or procedures used to disable the TPM for adults 1s a matter
of local school or library policy. The law provides no
guidance in this area, and the FCC declined to provide any
further clarification. Thus staff have considerable flexibility
on how to implement the disabling provision. The Supreme
Court's ruling notes "the ease with which patrons may have
the filtering software disabled.” However, frequent requests
for disabling can be time consuming for staff to administer,

and may be technologically difficult and costly to implement.

The FCC regulations say that if there are concerns about
"costs associated with maintaining filtering or blocking
systems that may frequently be disabled" then libraries
should take the cost considerations info account when
evaluating any technology protection measures (FCC
regulations, 30).

The Supreme Court's plurality opinion and the concuiring
opinions of Justices Kennedy and Brever place considerable

FCC rules should allow a library to
offer unfiltered access for adults
without their always asking staff to
turn off the filters. Requiring this is
likely to have a chilling effect on
adults’ Internet use and is
cumbersome to administer.

—Wis Dept of Public Instruction,
Comments to FCC, Feb. 2001.

Federally-imposed rules directing
school and library staff when to
dizahle technology proteciion
measures would likely be
overbroad and imprecise,
potentially chilling speech. We
leave such determinations to the
local communities.

—FCC regulations, April 2001.

emphasis on CIPA's unblocking option. The optional "may disable” language in the law has on
taken on a "must disable” mterpretation by the Court's miling. For example, Justice Kennedy's
concurring opinion indicates that if a patron requests unfiltered access to view constifutionally
protected Internet material, and the library (1) refuses such a request, (2) does not have the
technical ability to grant such a request, or (3) places some other undue burden on the patron, then
the library places itself at risk of an "as-applied" challenge by the patron. "As-applied” meaning
that as the library has applied CIPA's filtering mandate, the patron contends it 1s unconstitutionally
blocking access to legal content. (See also the question, "What are the legal implications...7")

The law does not address the issue of requiring patrons to state why they are seeking unfiltered
Internet access or the type of information they are seeking. (Of interest, there 15 no language in
CIPA that states patrons need to ask staff to disable the filter.) During the Supreme Court's oral
argument, the Solicitor General stated that a patron does "not have to explain any reason why he
was asking a site to be unblocked or the filtering to be disabled.” Tlus phrasing is quoted in the
Court's plurality decision. Thus there is considerable legal support that says patrons simply have to
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request unfiltered access to legal content on the Internet, with no explanation needed. Considering
this, a library policy of having staff ask patrons why they want unfiltered access is very
questionable from the Court's perspective and, in addition, such questions raise obvious issues of
privacy and confidentiality. A library’s AUP should address the 1ssue of what constifutes a patron’s
acceptable or unacceptable use of the Internet withowt the need for intrusive staff interference.

Staff workstations: Smce authonzed staff can disable the TPM for adult patrons, 1t should be easy
to craft a pelicy to allow adult staff to turn off the TPM for their own use. Unlike a patron request
for unfiltered access, which 1s based on the First Amendment, a staff request for unfiltered access 1s
more of a management or board decision.

Passive disabling: This is defined as establishing polices or taking measures so that staff need not
be constantly talang time disabling and re-enabling the filter, and patrons need not be constantly
asking staff to disable the filter. The FCC’s latitude given to libraries (and schools) on disabling
has generated considerable discussion on this issue. For example. one scenario 15 to have a TPM on
workstations but have the patron select unfiltered access by choosing this option on the screen,
entering a password, or by use of a smart card process. To provide practical guidance in this area,
but neot a formal legal opinion, an attorney retamed by ALA mdicated that such a scenario could be
reasonably argued to comport with the law. This assumes that the library malkes a good faith effort
to enforce a policy that only adults can select the unfiltered option and vse the vnfiltered PCs.
Examples of further safeguards could include signage indicating “adult only”™ workstations, and the
library has the patron sign an AUP which states that he/she wants unfiltered access. In this scenario
there is no direct intervention by staff. and adult patrons do not need to request staff to disable the
filter.

The procedure for disabling the TPM is a decision to be made by each library in close consultation
with the board and legal counsel as needed. And considering the importance that the Court has
placed on disabling, this should be a key factor in any filter evaluation.

Q: How effective does the TPM have to be? Is there any type of TPM effectiveness
certification?

A: Tt is important to note that the law states that the TPM

. - . Some commenters have
must protect against visual depictions outlawed by the

requestad we require entities to

legislation. The TPM does not have to prevent access to all
such depictions. (No TPM is 100% effective in preventing all
such access.) In developing its CIPA regulations, the FCC
declined to further define the filter requirements or to adopt
any type of definition or certification on how effective a filter
must be, beyond the very general "protect” language of the
law. Thus, there 1s no such thing as an FOC certified TPM or
a CIPA certified TPM. And, constdering the broad
interpretation of the word "protect.” any statements by
vendors that their filtering software will help schools and
libraries be CIPA compliant are of limited value.

certify to the effectiveness of their
technology protection measures.
Adding an effectiveness standard
does not comport with our goal of
minimizing the burden we place
on schools and libraries.
Therefore, we will not adopt an
effectiveness cerfification
requirement.

—FCC regulations, April 2001

The FCC regulations do not require schools or libraries to track the number of attempts made to
access prohubited visual depictions or the number of times the TPM succeeds or fails. The
regulations also do not require schools or libraries to collect any complaints filed by staff, students,
or the public on what was or was not blocked (FCC regulations, 42). The school or library's
Internet policy may indicate that 1t will track and collect such statistics, but there 1s no mandate to
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do this in the law or regulations. (During the open public comment period before release of its
regulations 1n Apnl 2001, some orgamzations requested the FCC to mandate such tracking and
compiling of complaints )

Q: What are the legal implications if the TPM fails and allows banned images to appear on
the screen?

A: The FCC presumes that Congress did not intend to penalize schools or libraries that act in good
faith and 1 a reasonable manner to implement filters. The FCC also notes that failure to comply
with the law's requirements "could also engender concern among library patrons and parents of
students at the school. We believe that schools and libraries will act appropriately in order to avoid
such outcomes.” (FCC regulations, 47) In other words, the FCOC will rely, in part, on commumty
"concern” to serve as one mechanism to enforce compliance.

There may still be instances in which a patron claims that too many allegedly obscene images are
getting through the TPM. A library must have policies and procedures in place if it is to address
any such complaints expeditiously. It is possible that a patron could imitiate a complaint with the
FCC that would prompt an investigation. Under CTPA, the FCC can require a library to reimburse
its E-rate discounts for any period of time it was out of compliance. However, the FCC has stated
that 1f 15 not 1n a posttion fo make a legal determunation that an image 1s obscene. This can only be
done as part of a formal court procedure following legal standards, such as those established by the
Supreme Court in Miller v. California. To reemphasize: Having a library policy to address
complaints can help minmmize any possibility of more formal legal action.

Q: Does it make any difference where the filtering takes place?

A: Tt makes no difference where the filtering is done_ It can be done centrally by an Internet

Service Provider (ISP) or at the server level on the school or library's LAN or WAN, or the filter
can be individuzally installed on each PC workstation. Installing filtering software on each
individual PC works best with a very limited smmber of PCs. The option to filter at the ISP level or
some point on the LANWAN 15 more efficient when filtering a large numbers of workstations, but
vou may then have a limited ability to custonmze settings for each workstation. In addition, 1t may
be more difficult to disable the filter on individual PCs when requested by adults. The technical and
staff processes and procedures needed to disable the filter or unblock sites should be a key 1ssue
when evaluating filters.
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IIT. B. Internet Safety Policy and Public Meerting (NCIPA)

NCIPA's requirements apply only when getting E-rate discounts for services referenced under
CIPA NCIPA does not apply when using just LSTA or ESEA funds for purposes referenced in
CIPA.

Note: Assuming 2003 and any subsequent vear 1s not the library or schools first E-rate year
in reference to NCIPA (see undertaking actions paragraph above) vour school or library
must already have an Internet Safety Policy that meets the requirements of the law and
must have already held a public meeting on the policy.

Q: Can we use our cmrent Internet safery policy as the CIPA/NCIPA Internet safety policy?

A: You can use your current Internet policy if it meets all the requirements stated in the legislation.
If, after reviewing your policy, vou determuine that 1t does not meet the law's requirements, then yvou
will have to initiate a process to revise 1t so that it 1s in compliance.

Q: What must be included in our policy to be in compliance with the law?

A: The CIPA section of the law says that a school or library must have an Internet safety policy
and this policy must include the use of filters to protect against access to the visual depictions
outlawed in the act. The schoeol’s Internet policy must also indicate how it plans to monitor the
Internet activities of minors. The law does not require this monitering provision in the public
library's policy. Wote: Neither the law nor the FCC rules requure the actual online tracking of
Internet use by minors or adults.

The NCIPA section of the law 15 much more specific m 1ts safety policy requirements. NCIPA
requires that schools and libraries participating m the E-Rate program adept and implement an
Internet safety policy that addresses
1. Access by nunors to inappropriate matter on the Internet and the Web:
2. The safety and secunty of minors when using electronic mail, chat rooms, and other forms
of direct electronic comnmnications;
3. Unauthorized access, including so-called "hacking " and other unlawful activities by
minors online;
4. Unauthorized disclosure, use, and dissemination of personal identification information
regarding minors; and
5. Measures designed to restrict minors' access to materials harmfil to minors.

The Internet Safety Policy must be adopted after holding at least one public hearing or meeting as
described below.

Q: One of the requirements refers to access by minors to "inappropriate matter"” and
another refers to access to "materials harmful” to minors. What's the difference?

A: The term "harmful to miners” is defined in CIPA as cited above. The definition of
"inappropriate for minors” is to be made by the school or library board or administration. The law
states that the federal government is not to make any determination on what is or is not
"inappropriate for minors." CIPA defines a minor as any person less than 17 years of age.
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Q: Does the Internet Safety Policy have to be adopted by the school or library board, or can it
be done as an administrative procedure?

A: The law says the "school or library"” shall adopt and implement a policy that meets the
requirements of the law. Though the law does not state specifically that the board must pass the
policy. 1t 1s prudent to have your board take such action.

Q: Can a regular meeting of the school or library board be used as the required public
meeting?

A: The law and the regulations give schools and libraries considerable flexibility in meeting the
public hearing mandate. The law says simply that schools or libraries must "provide reasonable
public notice and hold at least one public hearing or meeting to address the proposed Internet safety
policy." Considening this general language, the hearing can be part of a regular board meeting,
assuming such a meeting allows for public comments. Notices of such a meeting must comport
with any local or state open meeting laws. Be certamn to document fully the public meeting by
keeping a copy of the notice, noting any actions taken, efc.

IV. Sources for More Information

Note: See the Web version (http://www dpi.state wius/dltcl/pld‘cipafag html) for a more
detailed list.

1) The law, court decisions and related legal papers.

Children's Internet Protection Act (CTPA) thttp:/fwww foc.soviweb/imiversal_service/chipact doc)
» The text of the legislation, both CTPA and NCIPA
FCC April 2001 CTPA Reoulations (http:/'www foe zov/Bursans'Common_Camier/Orders/2001/£0e01120.doc)

»  These are the FCC's regulations released April, 2001. The regulations outline the specific
actions schools and libraries must take to comply with CIPA and NCIPA.

FCC Julv 2003 CTPA Regulations for Libraries (http:/tramfoss foc zov/adoes_public/attachmateh FCC-
03-18BA1 doc)

+ These are the FCC's regulations specifically related to the timeframe for library compliance
with the Supreme Court's ruling on CIPA's filtering mandate.

SLD CIPA and Form 486 Frequently Asked Questions

(http=/ v sLuniversalservice. org teference/ C1P Afag asp)

» A good, detailed FAQ on the key relationship of CIPA to the E-rate's Form 486.
Supreme Court Decision (http:/warw. supremecourtus. gov/opinions/02pdf 02-361 pdf)

s The text of the Court’s June 23, 2003 decision.
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CIPA Challenge Documents (hitp-/iarchive aclu erz/features f032001a html)

+ Extensive repository from the ACLU with links to many documents related to the legal
challenge to CIPA.

2) Resources on CIPA, filters, and related issues.

ALA CTPA Site (http:/'www.ala.org/cipal

Good site with the latest legal and regulatory information, etc. See also the memo on filter
disabling options at http:/www.ala org/ala‘washoff WOissues/civilliberties washeipa/ganda/ htm
which outlines several possible scenarios that involve take mimmal staff mvolvement.

Coping with CIPA: A Censorware Special (http-//eites boisestata edu/eiv3id pdf)

+ A special CIPA 1ssue of Walt Crawford's Cites and Insights. A very good review with
many quotes from newspaper editorials and perspectives, both supporting and opposing the
Court’s decision.

CIPA L'pdn[e (http:/arane mfopeople org'traming webeastshandouts 2003/7-17-03_handout_fila='CIPAsant pdf)

»  This is the handout used as part of a July 2003 CIPA update from Mary Minow. It provides
a good overview of the law and the Court’s decision.

Internet Safety Policies and CIPA: An E-Rate Primer for Schools and Libraries (http//s-
ratecentzl com/CIPA sipa_poliey_primer pdf)

» Inaddition to a review of the act, this paper contains Internet Safety Policy guidelines and
a sample compliant Internet Safety Policy. From E-rate Central.

Amnalvsis of the CIPA Decision

+ FindLaw columnist, attorney, and author Julie Hilden argues the recent CIPA Court
decision 1s less destructive to free speech rights than it seems.

ALA Libraries & the Internet Toolkit (http:/wonw.ala.ore/ala/oififioclkits litoo kit librariesinternet hitm)

s A good variety of background papers, policies, FAQs, efc., to help librarians manage and
commumicate about the Internet.

Plain Facts About Internet Filtering Software.
(http:/amanw alaorg/zla pla'plapubs‘teclnotes intemetfiltening htm)

»  Provides a good overview of how filters worl, a filter check list and a good bibliography.
(This is a PLA Tech Note authored by Karen G. Schneider.)

Loudoun County (VA) Library Internet Filters Case Summaiy

(http-/ramarw off.org/Legal CazesLoudoun_library )
»  This was the first legal challenge to filters in libraries to reach the federal courts.

FAQ on CIPA and NCIPA - February 19, 2004 p.13
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Handouts in this chapter that can be found on a website:

USAC Schools and Library Applicants
http://www.usac.org/sl/applicants/

USAC E-Rate Timetable and List of Deadlines
http://www.usac.org/sl/tools/calendar-reminders.aspx

USAC Forms
http://www.usac.org/sl/tools/required-forms.aspx

USAC Latest News from SLD
http://www.usac.org/sl/tools/latest-news.aspx

CIPA: A Brief FAQ on Public Library Compliance (2/04)
http://dpi.wi.gov/pld/cipafaglite.html
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